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Browser Security 
Microsoft

All-in-one online protection



• Manage your online security in one place

• Check the security status of your family’s devices.

• Get timely alerts and notifications across your devices.

• Take recommended actions to improve your online security.

• Receive quick security tips to be safer online.

• View alerts and device activity history from the past 30 

days.

• See the status of other antivirus protections you may be 

using, such as Norton or McAfee.

• Easily access your dashboard in the app or a web browser.



Experience trusted device protection 
for you and your family

• et alerted if malicious apps are found 

and take steps to uninstall and 
remove the threats.

• Receive notifications across your 
devices when a security risk is 
identified.

• Specify apps and files you use 
regularly and don’t want Microsoft 
Defender to scan.

Experience trusted device protection for you and your 

family

• Protect your devices against new and existing threats with 

continuous antivirus and anti-phishing scans.7

• Get alerted if malicious apps are found and take steps to 
uninstall and remove the threats.

• Receive notifications across your devices when a security risk 

is identified.

• Specify apps and files you use regularly and don’t want 
Microsoft Defender to scan.

• ps are found and take steps to uninstall and remove the threats.
• Receive notifications across your devices when a security risk is identified.

• Specify apps and files you use regularly and don’t want Microsoft Defender to scan.

https://www.microsoft.com/en-us/microsoft-365/microsoft-defender-for-individuals?ocid=cmmu0ecx48w&CLRTags=c_udf~$~HeroCTA~$$~c_cmp~$~EmailHero~$$~c_type~$~CTAButton~$$~c_pos~$~1A_~_CLRTags_~_&ocid=#footnotes7


Keep your online activity safer from hackers and 
scammers

• Easily turn on a virtual private network (VPN) in 

your Defender dashboard at any time to safeguard 
your Wi-Fi connection.5

• Keep your location and IP address private with a 
VPN so hackers can’t trace your online activity.

• VPN keeps your traffic data encrypted to 
safeguard your identity.

• Get added protection with VPN when using bank 

account, credit card, and social security 
information while on an unsecure Wi-Fi.

https://www.microsoft.com/en-us/microsoft-365/microsoft-defender-for-individuals?ocid=cmmu0ecx48w&CLRTags=c_udf~$~HeroCTA~$$~c_cmp~$~EmailHero~$$~c_type~$~CTAButton~$$~c_pos~$~1A_~_CLRTags_~_&ocid=#footnotes5




Browser Security 
Google

Google Browser – Check your Settings

Click the 3 dots ad then Settings in the pop-up Menu.



Privacy and Security



Security

Safe Browsing

Enhanced protection: Faster, proactive 
protection against dangerous 
websites, downloads, and extensions. 

Warns you about password breaches. 
Requires browsing data to be sent to 
Google.



• Predicts and warns you about dangerous events before they happen.

• Keeps you safe on Chrome and may be used to improve your security in other 
Google apps when you are signed in.

• Improves security for you and everyone on the web.

• Warns you if passwords are exposed in a data breach.

• Sends URLs to Safe Browsing to check them. Also sends a small sample of 
pages, downloads, extension activity, and system information to help discover 
new threats. Temporarily links this data to your Google Account when you're 
signed in, to protect you across Google apps.

Safe Browsing



• Warn you if passwords are exposed in a data breach

• nced

• rn you if passwords are exposed in a data breachManage phones

• Advanced



Advanced you if exposed in a data breach

Always use secure connections

Upgrade navigations to HTTPS and warn you before loading sites that 
don't support it
Use secure DNS

Determines how to connect to websites over a secure connection
With your current service provider

Secure DNS may not be available all the time
Manage phones

Your devices



Manage phones

•

You Manage phones

Your devices

You're signed into Chrome on these devices, so you can use them as security keys.

Pixel 6a

Linked devices

devices

You're signed into Chrome on these devices, so you can use them as security keys.

Pixel 6a

Linked devices



You can purchase a Google Titan SecurityKey, or use any FIDO 
compliant security key to enroll.  We recommend two – one as 
your main key the other as your backup key.

• Safe Guarding Human Rights

We have partnered with the International Foundation for Electoral 

Systems on global educational security for at risk groups so those who 

work to safeguard human rights can stay safe online.



Bad Password Habits
• 10 Bad Password Habits You Need to Break

• 10 Bad Habits you need to Break

• Putting Personal information into Passwords

• Using a “Keyboard Walking” Password

• Reusing the Same Passwords Everywhere

• Insecure Password Storage

• Not Using a Password Generator or Manager

• Skipping Multi-Factor Authetication

• Never Updating Old Passwords

• Using Passwords Instead of Passkeys



Delete your Old OnLine Accounts
• Close old accounts to protect your personal data, identity details, and 

credit card numbers from potential attackers or data breaches. You can 

check if an password has been leaked at haveibeenpwned.com.

•

• Use password managers or search through your email to find old 

accounts you no longer use.

•

• If you can't delete an account, remove financial and personal information, 

and consider anonymizing the account by changing the email address and 

personal details to something random to minimize the risk of data 

compromise.



The Best Way to Remove Yourself From 
the Internet
• Uninstall Unnecessary Apps

• Uninstall Unnecessary Apps

• Update or Delete Social Media Profiles

• Use a Data Removal Service

Make your Presence on the Internet Safe



Summary
Questions



Thank You
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